
Reston, (Virginie, États-Unis), le 4 février 2026 – IDEMIA Public Security, principal fournisseur de solutions sécurisées et
fiables fondées sur la biométrie, annonce le lancement de son minidriver Smart Credential de nouvelle génération pour
l’écosystème Microsoft Windows 11, désormais totalement compatible avec les appareils dotés de l’architecture ARM64,
soit les PC, tablettes et téléphones équipés des mêmes processeurs ARM 64 bits que ceux utilisés dans les smartphones
modernes, qui proposent une grande autonomie et des performances rapides et silencieuses.

Cette mise à jour majeure entend fournir une solution d’authentification fluide et professionnelle sur toutes les
architectures Windows modernes, y compris ARM64, Intel et AMD, permettant aux organisations de sécuriser les accès
grâce à une solution d’authentification unifiée, conforme et prête pour l’avenir.

Dans un contexte d’accélération de l’adoption des plateformes ARM64 par les entreprises en raison de performances
accrues, d’une excellente efficacité énergétique et de la sécurité intégrée, les équipes informatiques sont souvent
confrontées à des enjeux de compatibilité avec solutions d’authentification par carte à puce et par clé de sécurité. Le
minidriver amélioré d’IDEMIA vient répondre à ce besoin et permet aux organisations de déployer des politiques
d’authentification unifiées sur des parcs de terminaux hétérogènes, sans transiger sur la sécurité ni sur la conformité.

Le nouveau minidriver est conçu pour s’intégrer nativement aux services d’identité Microsoft, notamment Windows
Hello for Business et Microsoft Entra ID, permettant une authentification sécurisée et fluide dans l’environnement
Windows moderne. Il est entièrement compatible avec les principaux supports d’identité matériels d’IDEMIA, à savoir la
carte à puce ID-One PIV 243 et la clé de sécurité USB ID-One, toutes deux conçues pour répondre aux exigences les plus
élevées en matière de sécurité des identités à haut degré de certitude.

Dans les secteurs réglementés, les organisations évoluent rapidement vers des
environnements matériels mixtes, et le besoin d’authentification intelligente n’a jamais été
aussi grand. En proposant la compatibilité ARM64, IDEMIA Public Security confirme son
engagement à fournir des solutions d’identité sécurisées, interopérables et alignées avec
Microsoft, pouvant passer à la vitesse supérieure en fonction des besoins évolutifs de nos
clients.

Virginie Flam, Vice-présidente senior Smart Biometrics chez IDEMIA Public Security

IDEMIA Public Security lance un nouveau minidriver Smart
Credential totalement compatible avec l’architecture

ARM64 pour l’écosystème Microsoft Windows 11

Le minidriver amélioré d’IDEMIA permet une authentification cohérente, sécurisée et
conforme sur des parcs de terminaux hétérogènes.
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IDEMIA Public Security continue d’innover au carrefour de la sécurité, de la conformité et de l’expérience utilisateur, afin
de permettre aux organisations de déployer des solutions d’authentification forte répondant aux exigences des
architectures et des terminaux de demain. Pour en savoir plus, cliquez ici.

À propos du Groupe IDEMIA - Le Groupe IDEMIA est un leader technologique mondial qui compte plus de 12 500
collaborateurs à travers le monde. Leaders sur leurs marchés, ses deux divisions proposent des solutions critiques qui
simplifient et sécurisent les interactions dans les mondes physique et numérique :

● IDEMIA Secure Transactions (IST) est le principal fournisseur de technologies permettant de payer et de se connecter
de manière plus sûre et plus facile. Grâce à une expertise inégalée en cryptographie et dans l’émission d’identifiants
sécurisés, IST est un partenaire de confiance pour plus de 2 000 institutions financières, opérateurs mobiles,
constructeurs automobiles et acteurs de l’Internet des objets à travers le monde. Chaque jour, IST sécurise des milliards
de transactions essentielles, en assurant les plus hauts niveaux de protection des données et de simplicité d’utilisation.
● IDEMIA Public Security (IPS) est un fournisseur de confiance de solutions biométriques sécurisées de niveau
gouvernemental, pour 600 agences étatiques, fédérales ou gouvernementales. Fort de plusieurs décennies d’expérience
dans les technologies biométriques, IPS permet de sécuriser les déplacements, les accès et la protection des citoyens de
manière plus fluide, plus sûre et plus équitable.

Pour en savoir plus, rendez-vous sur www.idemia.com.
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